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Information brokering and identity thefts are America's fastest growing industries. You must protect your social security number, your driver’s license number, your date of birth and your credit card numbers.   

 

Why Would Someone Steal Your Identity? 

 

 

To steal.  People use credit cards in the same way they use cash.  The exception is that people using credit cards do not have to make their purchases in person.  They can transact their business over the telephone or over the internet.  The individual claiming ownership of the card does not need to prove his identity.  Because personal recognition is not a requirement, someone who has your personal information can purchase items in your name.  Therefore, protecting your personal information is vital to maintaining your credit and your identity.  Protect your social security number, your driver’s license number, your credit card numbers and your date of birth.  You have worked hard to build a good credit history.  Don't let it be destroyed by someone else! 
 

True Story!  Discarding your junk mail could allow someone to steal your identity. 

 

An unsuspecting woman threw out a pre-approved credit card application.  At the local landfill, a man who routinely watched and waited for discarded mail captured enough information to "steal her identity."  Only later, when the woman received harassing phone calls threatening to foreclose on her car, home, and livelihood due to bills in excess of $300,000, did she begin to realize the full extent of this theft. 

 

 

 

What You Can Do To Protect Yourself

 

Follow these rules to reduce the amount of personal information that can be exploited: 

 

I. Pay close attention to a change in the amount of phone calls you receive.  If you begin to experience an unusual amount of phone solicitations, it may be an indication that someone is using your name or spending on your accounts.

 

2.  Release your SSN only when necessary. It is the key to your credit and banking accounts. 

 

3. Do not have your SSN printed on your checks.  If your state uses your SSN as your driver's license number (e.g., Virginia), apply to have it changed. 

 

4. Order your Social Security Earnings and Benefits Statement once a year to check for fraud by calling (800) 772-1213.  If your SSN is fraudulently used, report it to the Social Security Fraud Hotline at (800) 269-0271. 

 

5. Shred any pre-approved credit applications, credit card receipts, bills, and other financial information before tossing it in the trash. 

 

6. Order your credit report once a year from the following three major credit reporting bureaus to check for inaccuracies and fraudulent use of your accounts.  If you have been denied credit, you have 60 days to request a free copy of your credit report.  Residents of certain states may obtain a free copy of their credit report annually, others may have to pay a small fee (usually around $8). 

 

Credit Reporting Agencies 

 

(1) Equifax Credit Reporting Bureau -to order a report call (800) 685-1111 

 

(2) Experian Credit Reporting Bureau -to order a report call (888) 397-3742 

 

(3) Trans Union -to order a report call (800) 916-8800 
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